Integrated Management System Policy

**IrisGuard UK limited** has agreed to adopt an Integrated Management System (IMS) that complies with the ISO 27001:2013 and ISO 9001:2015 International Standards’ requirements and other legal requirements.

IrisGuard purpose is to put in place and proactively manage the quality and information security systems designed to protect the confidentiality, integrity and availability of information and information assets and to reduce information security risks to an acceptable level by the following:

- Classifying all business and client’s information as per the sensitivity.
- Proactively assessing information assets risk and implementing practical and effective controls
- Controlling changes to information
- Handling security incident response process and learning from the incidents.
- Preventing interruption to business processes by implementing the business continuity plan

To understand its purpose within the IrisGuard, we have analyzed and determined our external and internal issues that are relevant to the company’s purpose and that affect our ability to achieve our intended outcome(s) of the Integrated Management System.

We committed to achieve this through continual improvement by planning and implementing specified and measurable objectives and activities to achieve customers and other interested parties’ satisfaction.

We also recognize the importance of the entire company working within this policy and will ensure all aspects of this policy are communicated to our employees and interested parties on a regular basis and the measurable objectives are regularly communicated and updated.
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